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Abstract of the contribution: This contribution proposes additional information provided by the UE when the UE requests to use multiple slice.
1.	Discussion
In SA2#119 meeting, we proposed a discussion paper for examining the clarity of each NSSAI, including how they consist of and how each function use the information. Especially we raised some issues when the network cannot make the proper decision when it determines which service can be allowed for the UE or how to choose a proper serving AMF during the registration procedure.

Issue 1. Not Accepted NSSAI
If the UE needs to request a specific service that is essential for the UE (e.g. IoT slice for NB-IoT UE, or V2X slice for automotive UE) at the time of registration, the UE may include this S-NSSAI in the NSSAI. Note that this S-NSSAI should be in the Configured NSSAI or the Accepted/Allowed NSSAI the UE received last time (last registration). For some reason, if the network doesn’t allow the requested S-NSSAI, what can the UE do for that service?
Example Scenario can be:
· The UE needs to use V2X service, but the PLMN A (most likely to be a Visited one) doesn’t support V2X service for inbound roamer.
· The PLMN A give the basic NSSAI (e.g. MBB) instead of requested NSSAI (V2X)
· The UE can choose to do
· use the allowed service, which may be limited for the originally intended service;
· request to use V2X again with some other information (e.g. override); or
· de-register with PLMN A and find another PLMN
This can be a UE implementation, but it will be beneficial for the UE that the network may reject the request from the UE if the network cannot provide the requested service, which is marked as “preferred” for the UE.

Issue 2. NSSAI and AMF capability
The main purpose of the (Requested) NSSAI in the registration request is to select proper AMF for avoiding unnecessary redirection of AMF. If we assume that, depending on the network’s deployment scenario, some AMF can provide service for only part of the slice type that the PLMN supports, then there can be no suitable AMF which can supports all the S-NSSAIs that the UE has requested to use and the network allowed. In such a circumstance, how the NSSF or the AMF selection function decide which AMF would be a serving SMF for this UE?
For example, AMF1 supports S-NSSAI 1,2,3 while AMF2 supports S-NSSAI 3,4. If the UE provides S-NSSAI 2,3,4 in the requested NSSAI, what the network should do?
Similarly, if the UE provides multiple S-NSSAIs and some of them cannot be served simultaneously (e.g. “CriC” slice and “eMBB” slice for the police UE, and two cannot be served simultaneously), how the network know which shall be used first?

In this paper, we would like to propose a solution to solve the issues we raised. The principle of the solution is that the UE provide some additional information for assisting the network to choose AMF or other behavior. This information is providing information on which S-NSSAI is preferred from the UE’s point of view at that moment. For example, a police type UE may prefer CriC type of service during the day and normal MBB type of service during the night, or vice versa depending on the user’s preference. With this one additional information, the issues raised can be resolved.
For Issue 1, if the service is considered as essential, the UE may indicate the S-NSSAI as “preferred” one. The network may reject the UE if the requested service cannot be provided to the UE, or the network may provide limited service for that type of service based on the network’s policy or roaming agreement. If the UE receives registration reject with the “preferred service not supported” kind of information, the UE may select another PLMN in order to receive that service.
For issue 2, if the UE indicates which S-NSSAI is “preferred”, the network can take the information into account when the serving AMF needs to be selected. In previous scenario, AMF1 supports S-NSSAI 1,2,3 while AMF2 supports S-NSSAI 3,4. If the UE provides S-NSSAI 2,3,4 in the requested NSSAI, and the UE indicates #4 as preferred, the network can select AMF2 as an initial serving AMF.
Note that the UE knows better which S-NSSAI is preferred at the time of registration, so if the issues raised in this paper needs to be solved with proper choice, the UE provided information will be beneficial and precise for the network. Also this UE provided information is only an assistant information, and the final decision is up to the network.

Proposal: Let the UE can provide additional information regarding the characteristic of the S-NSSAI whether it is “preferred”.
Details on how this information can be coded or how many level is required, or other details should be examined and determined in the stage 3. Also whether this additional information is needed in RRC layer is FFS.
2.	Proposal
According to the discussion above, we would like to propose to add the following texts in TS 23.501

* * * * Start of 1st Change * * * *
[bookmark: _Toc476480171]5.15	Network slicing
(…)
[bookmark: _Toc476480176]5.15.5	Detailed Operation Overview
When a UE Registers with a PLMN, the UE shall provide to the network in RRC and NAS layer either the Configured-NSSAI, the Accepted NSSAI or sub-set of those, if stored in the UE.
Editor's note:	Whether NSSAI in RRC and NAS are exactly the same, is to be determined. 
The NSSAI is used to select the AMF, whereas, the S-NSSAI is used to assist the selection of a Network Slice instance.
The UE shall store a Configured and/or Accepted NSSAI per PLMN.
-	The Configured NSSAI is configured in a UE by the HPLMN to be used in a PLMN when no PLMN-specific Accepted NSSAI is stored in the UE.
-	The Accepted NSSAI is the NSSAI provided by the PLMN to the UE in registration procedures and the UE shall use this in that PLMN until the next registration from that PLMN. The Registration Accept message may include the Accepted NSSAI. The accepted NSSAI may be updated by a subsequent Registration Procedure.
If the UE has been provided a Configured or Accepted NSSAI for the selected PLMN, the UE shall include this NSSAI in RRC Connection Establishment and in NAS. The RAN routes the initial access to an AMF using the provided NSSAI.
The UE may provide an additional information per each S-NSSAI, which indicate UE's preference on each service at the time of registration. This information can be utilized by the NSSF (Network Slice Selection Function) when it determine the serving AMF. If the network cannot provide the service that the UE has indicated as preferred S-NSSAI, the network may reject the registration request.
NOTE 1:	Details of this preference information will be determined in the stage 3.
Editor's note:	Whether this preference information is included in RRC and can be used to determine the initial AMF, is FFS.
If the UE has not yet received any Accepted NSSAI for the selected PLMN, but the UE has been provided with a Configured NSSAI for the selected PLMN, the UE may provide the Configured NSSAI or sub-set in RRC Connection Establishment and in NAS. The RAN uses the NSSAI for routing the initial access to an AMF.
If the UE does not provide any NSSAI (Accepted or Configured) for the selected PLMN in RRC Connection Establishment and in NAS, the RAN sends NAS signalling to a default AMF.
Upon successful Registration, the UE is provided with a globally unique Temporary ID by its serving AMF. The UE includes the locally unique Temporary ID in the RRC Connection Establishment during subsequent initial accesses to enable the RAN to route the NAS message to the appropriate AMF, as long as the Temp ID is valid. In addition, the serving PLMN may return the latest Accepted NSSAI of the slices permitted by the serving PLMN for the UE. The Accepted NSSAI includes the S-NSSAI values of the slices permitted by the UE's serving PLMN.
When receiving the NSSAI and a complete locally unique Temporary ID in RRC, if the RAN can reach to the AMF corresponding with the locally unique Temporary ID, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the provided NSSAI, then the request is sent to a default AMF.
The network operator may provision the UE with network slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain S-NSSAI. A default rule which matches all applications to a S-NSSAI may also be included. When a UE application associated with a specific S-NSSAI requests data transmission, then:
-	If the UE has one or more PDU sessions established with this specific S-NSSAI, the UE routes the user data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.
If the UE does not have a PDU session established with this specific S-NSSAI, the UE requests a new PDU session with this S-NSSAI and with the DNN that may be provided by the application. In order for the RAN to select a proper resource for supporting network slicing in the RAN, RAN needs to be aware of the Network Slices used by the UE.
Editor's note:	how the RAN is made aware of the network slices used by the UE is FFS.
The network, based on local policies, subscription changes and/or UE mobility, can change the set of Network Slices that is being used by a UE by providing the UE a notification of Accepted NSSAI change indicating a new value of NSSAI. This then triggers a UE initiated re-Registration procedure including in RRC and NAS Signalling the value of the new NSSAI the network has provided.
Change of set of slices used by a UE (whether UE or Network initiated) may lead to AMF change subject to operator policy.
NOTE 21:	Changing the set of network slices accessible by the UE will result in termination ongoing PDU sessions with the original set of network slices if these slices are no longer used (Some slices are still retained, potentially).
Editor's note:	The condition is under which the UE is able to request the change of the network slices, and what it is able to request is FFS.
During the initial Registration procedure, in case the network decides that the UE should be served by a different AMF, then the AMF that first receives the initial Registration Request shall redirect the initial Registration request to another AMF via the RAN or via direct signalling between the initial AMF and the target AMF. The redirection message sent by the AMF via the RAN shall include information about the new AMF to serve the UE.
For a UE that is already registered, the system shall support a redirection initiated by the network of a UE from its serving AMF to a target AMF.
-	Operator policy determines whether redirection between AMFs is allowed.
-	If the network decides to redirect the UE due to NSSAI change, the network send the updated/new NSSAI to the UE using an RM procedure and an indication for the UE to initiate an Registration Update procedure with the updated/new NSSAI. The UE then initiates the Registration Update procedure with the updated/new NSSAI.
The AMF selects an SMF in a network slice instance based on S-NSSAI, DNN and other information e.g. UE subscription and local operator policies. The selected SMF establishes a PDU session based on S-NSSAI and DNN.

* * * * End of Changes * * * *
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